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on possible implementing measures under 

the Market Abuse Regulation

Register ID Number: 4129929362-47

General remarks

NFU welcomes these clarifications and finds it positive to see that employee protection in cases of whistleblowing has been clearly defined. 

On a general note, we believe that it should be clearly separated in the policy what the roles and tasks are for the compliance department and the internal audit department as regards market abuse. As it stands currently, the policy orientations may in practice lead to cases of parallel operations. 

Specific remarks
Q32: Do you agree with these proposals regarding disclosing market participants’ internal processes and controls?
Personal integrity and employee protection are important. It needs to be made clear to the employees what the internal procedures consist of and ensure that everyone is aware of the current practice. We suggest a system of written acceptance, e.g. electronic based declaration platforms, of the internal procedure by the employees. It would also be advisable to let employee representatives comment on the text to ensure that there is no risk of breaching integrity. 

In the internal controls it needs to be clearly specified who is responsible for what. The compliance department should be notified about any market sounding records in a first instance.

Q54: Do you agree with the principle of persons performing an AMP to act independently? In which situations should this principle be adapted?

It is necessary that the persons performing an AMP act independently to avoid conflict of interest. In this respect we believe that these employees, as for those in control functions, need to covered by a different and independent incentive system, which does not belong to the financial profit of the company. 

Q66: Do you have views on the level of training that should be provided to staff to effectively detect and report suspicious orders and transactions?

There is a need for both broad-based training to establish a culture of awareness regarding market abuse, and differentiated training. The latter being specifically important for the compliance department in need of more specialised knowledge. Training should further be compulsory for concerned employees on an annual basis. It also needs to be ensured that the training is of good quality, something rarely achievable solely by e-learning. This ensures that questions can be asked directly which is important especially for new employees. 
The knowledge needs to be verified on a regular basis and if the required level of knowledge is not attained in a first instance there should be no sanctions but rather a re-training by the compliance department.

There is also a question of resources to be able to effectively make use of the training provided. It needs to be ensured that required technical conditions, such as proper IT systems, are made available for employees in order to, e.g. identify suspicious transactions. 
We believe that paragraph 209: (…) responsibility for reporting lies at the level of the individual who has a suspicion, wherever in the structure of an entity he/she may sit needs some additional clarity. By defining the responsibilities for verification of compliance in a clear way, it would be possible to alleviate pressure and risk of mistaken reporting on individual employees. We suggest that a principle be introduced which ensures that financial institutions defines procedures to verify compliance with MAR and assigns responsibilities in controlling them, making the compliance department primarily responsible.

Q77: Do you agree with the approach to require issuers to have minimum procedures and arrangement in place to ensure a sound and proper management of delays in disclosure of inside information? If not, please explain.

We agree with the need of minimum level procedure and arrangement, but wish for there to be a system of written acceptance, e.g. electronically based declaration platforms, of the internal procedure by the employees. This would also need to be ensured when there are modifications of the procedure. 

We acknowledge the administrative difficulties in ensuring this in larger companies with numerous, continuously changing procedures. However in order to ensure that the employees are up to date with the internal rules and avoid facing dismissal on the grounds of negligence we see this as an important part of employee protection.

Q97/98: Do you have suggestions on how to determine when an investment recommendation is “intended for distribution channels or for the public”? / Do you think that there should be a threshold for what constitute “large number of persons” for the purpose of determining that an investment recommendation is intended for the public?

We have a general comment in relation to sales pressure and investment recommendations. The content of the investment recommendation is important in order to ensure fair and correct information provision to clients. However sometimes the recommendation does not contain clear information about potential conflicts of interest in a sales situation, with this type of information found, inter alia, in an annex. We believe that the sales approach needs to be clearly defined for the investment recommendation to function as an efficient tool.

Q112: Do you agree on the proposed approach and the suggested procedures for the receipt of reports of breaches and their follow-up? Do you see other topics to be addressed?

On paragraph 425 we suggest to add that the investigation should be carried out by a team dedicated to and with experience in carrying out investigations, while being aware of privacy rights.

Market abuse cases are today confidential, thus as an instructor or an employee it is difficult to remain aware of current cases of abuse with the specific financial instruments not published or covered. Personal data should be strictly protected but all other data need to be published on the competent authority’s website in order to prevent the recurrence of the incident.

We would also suggest setting up a hot-line to the competent authority for questions and advice, complementary to the procedures for reporting breaches.
We would further like to point out that in relation to procedures for reporting breaches there is a lack of alignment between rules on whistle-blowing in recently adopted EU legislation. The establishment of internal reporting is missing in MAR but something we have managed to pass in MiFID II (proposal COM (2011) 656) and CRD IV (COM (2011) 453). There are already well-established procedures where elected trade union representatives can function as a middle-man in internal reporting. If such procedures exist on national level, they should be allowed to continue. Full protection must be ensured also for employees reporting internally.

As regards technological procedures proper and automated IT systems need to be set up in order to identify or filter suspicious transaction. Sometimes only excel sheets are available for employees and the monitoring of transactions is done manually, which is not effective. 
Q113: Do you agree on the proposed approach to the protection of the reporting and reported persons? Do you see other topics to be considered?

We believe that the text strikes a good balance between the rights of whistleblowers and reported persons. We would like to point out that the legal protection should include all employees, including those on a short-term or temporary contract, as well as persons outside the traditional employee relationship (such as consultants and interns). It should also include a prohibition on retaliatory action, dispute resolution rules, as well as compensation rules.

The protection should be designed as a principal rule with a positive right to blow the whistle, complemented with indirect, adequate protection for the person who reports the potential or actual breach. The employer must be prohibited from inquiring the identity of the whistle blower. Full protection of the whistle blower’s identity should apply both when reporting to an external authority and through internal channels within the company.

It should be possible to report breaches anonymously to competent authorities, which are responsible for setting up appropriate technical solutions to enable such procedures. Such a protection is fully in line with international conventions (Council of Europe and ILO).

Employees should be informed about the rules on reporting of breaches and the potential consequences as well as about the value of reporting, in order to curb illegal practices and misconduct.

Important to clarify is that no sanctions shall be applied to employees who have followed internal rules, instructions and/or practices, be they official or unofficial, within the institution. It must be avoided that individual employees are held responsible for a violation, which is encouraged by a tacit policy or practice in the institution.
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